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PREFACE

There is no universally agreed definition [for sovereignty], but considerations of international sovereignty revolve around the recognition of a government’s right to exercise exclusive control over territory, and this definition is ill suited for cyber discussions. For convenience we might refer to “the geography of cyberspace,” but I challenge you to point to cyberspace. Although cyberspace is all around us, when trying to point at it you will be as unable to as the Square in [Edwin] Abbott’s Flatland was to point to “up.” I always found it troubling to hear military commanders talk in terms of seizing the cyber “high ground” or negotiating “cyber terrain.” That was language they were comfortable with, but in any meaningful sense of the word, cyber lacks geography.1

Recent years are full of reports of cyber incidents in which, from time to time, significant damage is done by way of a cyber operation. Examples include the 2007 cyber assault on Estonia by pro-Russian “hacktivists” that temporarily shut down many governmental and private sector operations;2 the 2012 “Shamoon” virus that damaged 30,000 computers at Saudi Arabia’s Aramco and was claimed by the “Cutting Sword of Justice,”3 the 2013 cyber shutdown of the New York Times by the Syrian Electronic Army,4 and of course the infamous Stuxnet malware that damaged almost one thousand centrifuges at an Iranian nuclear facility and has been attributed to the United States and Israel by many cyber experts.5

Each of these cyber events, and the multitude of others that have occurred and continue to occur daily,\(^6\) raises important questions about the role and responsibility of States with respect to cyber incidents. Do States exercise sovereign control over the cyber infrastructure that sits on their territory? If so, do States have a responsibility to control the cyber activities that emanate from or even just pass through their sovereign cyber assets? In other words, to what extent does a State have to control activities of non-State actors, such as private hacktivists, criminal organizations, and terrorists, when those cyber actions may cause harm to others?

The answer to these questions revolves in large part around the international law doctrine of sovereignty.\(^7\) The extent to which nations exercise sovereignty over cyberspace and cyber infrastructure will provide key answers to how much control States must exercise and how much responsibility States must accept for harmful cyber activities when they fail to adequately do so.

This Article argues that States have sovereign power over their cyber infrastructure and that with that sovereign power comes corresponding responsibility to control that infrastructure and prevent it from being knowingly used to harm other States. This responsibility to prevent external harm extends not

---


7. The continuing application of international law to cyber capabilities has led one scholar to conclude:

only to State actors, but also to non-State actors. This sovereign power and responsibility, while almost exclusive, necessarily has some limitation.

The Introduction to this Article will introduce the underlying assumptions of sovereignty and set the stage for a review of some of the cardinal principles of sovereignty and their application to cyberspace in light of each State’s corresponding sovereign duties and obligations. Parts I and II will then look at the fundamental principles of sovereignty, consider how these principles apply to cyber activities and what corresponding cyber duties and obligations those principles implicate, and then consider related issues that naturally arise from that application.

INTRODUCTION

In the emerging area of cyber operations, the application of the doctrine of sovereignty to cyber activities has created an ongoing debate among States, academics, and practitioners. The recently published Tallinn Manual on the International Law Applicable to Cyber Warfare (Tallinn Manual) reflects some of this controversy in its short section on sovereignty.

Current State practice suggests that States are hesitant to accept responsibility for cyber activities that come from within their sovereign territory. In none of the examples discussed in the Preface did any State accept responsibility for the cyber actions that occurred. In fact, the opposite is true. In the case of the cyber assaults on Estonia, Russia not only disclaimed any responsibility, but has proven unresponsive to requests by Estonia for investigation and extradition of the potential offenders who acted from within Russian territory. In the case of the


11. TALLINN MANUAL ON THE INTERNATIONAL LAW APPLICABLE TO CYBER WARFARE r. 1 (Michael N. Schmitt ed., 2013) [hereinafter TALLINN MANUAL]. The Author was a member of the international group of experts that drafted the Manual.


13. See supra notes 2–5 and accompanying text.

14. See Ruus, supra note 2 (discussing lack of Russian cooperation following the attack).
Stuxnet malware, despite numerous allegations that the United States and Israel were involved, neither country has officially admitted responsibility.15

This hesitation on the part of States to accept responsibility for incidents that occur over the Internet is the product of two major issues inherent in the structure of the Internet: the difficulty of timely attributing an attack and the random method in which data travels over the Internet infrastructure, normally taking the path of least resistance without respect to geography.16

The issue of cyber attribution has been well documented17 and needs only brief comment here. The nature of the Internet allows anonymity, including for those who desire to represent themselves to be someone else. This anonymity acts as “an open invitation to those who would like to do [ ] harm, whatever their motives.”18 This inherent difficulty in timely attribution makes States wary of accepting responsibility for attacks from within their territory because not only can they not always identify the attacker in a timely manner, but because even if they can identify the computer from which the cyber act originates, they are unlikely to know who is behind the computer.19

Similarly, anonymity allows States to take actions, knowing that timely attribution is impossible.20 This is especially true of actions taken by States through proxies, such as non-State actors.21


16. See David Hricik, Lawyers Worry Too Much about Transmitting Client Confidences by Internet E-mail, 11 GEO. J. LEGAL ETHICS 459, 466–70 (1998) (outlining the complex process through which information is fragmented and disseminated through the internet according to the best path available, creating a random set of transmission paths at any moment).


20. See id. (discussing how the difficulty of attributing cyber attacks enables cyber attackers).

21. See id. at 781 (emphasizing the ability of non-State actors to carry out attacks and “harness the
Additionally, the nature of data flow on the Internet makes States hesitant to accept responsibility for cyber activities that flow from within their territory. Cyber data, by its nature, seeks out the path of least resistance over the available cyber infrastructure. In other words, an email sent from a computer in one city to a recipient in that same city may travel through any number of foreign countries before arriving at its destination. The same is true of cyber malware. And this data is not only uncontrollable by the sender in how it travels, but also largely uncontrollable by the States through which the data passes. This means that malware may traverse any number of States before reaching the target State. Transit States do not want to be responsible for the harmful data in these types of scenarios.

Despite the hesitance of States to accept responsibility for attacks crossing their cyber infrastructure, there is a fundamental assumption in international law that authority and obligations strive to stay in balance with each other. In other words, when the international paradigm allocates authority to a State, it almost always allocates a corresponding responsibility or obligation. The application of this principle was illustrated as far back in history as the legitimization of the Westphalian system. When States became the primary actors in the international community, they did so with the understanding that they would possess a monopoly on force within their geographic borders. In correspondence to that obligation came the grant of authority for sovereigns to raise armies and navies that would be reciprocally recognized by other States and given combatant immunity in any future conflicts, as long as those armies and navies acted in accordance with the sovereign’s wishes and the provisions of any international agreements to which the sovereign had acceded.

The practical application of this balance is seen in the Instruction for the Government of Armies of the United States in the Field, known as the Lieber power of cyber weapons and use them at their discretion” without the threat of retribution).

22. See Hricik, supra note 16, at 467 (noting that the internet “is based on TCP/IP (Transfer Control Protocol/Internet Protocol) routing of information packets through unpredictable paths through interconnected networks linking millions of computers.” (internal quotation marks omitted)).

23. See id. at 469 (explaining how an email can “be broken into hundreds or thousands of packets, each potentially traversing several different networks around the globe” before reaching its destination (internal quotation marks omitted)).


25. Id.


27. See Viet D. Dinh, Nationalism in the Age of Terror, 56 FLA. L. REV. 867, 871-73 (2004) (discussing key characteristics of the Westphalian system, including the State monopoly on violence); cf. BOBBITT, supra note 26, at 509-19 (recounting the development of the Westphalian system and Grotius’s ideas of sovereignty).

Code. This Code was written by Francis Lieber and issued by President Abraham Lincoln to provide guidance to the Union armies during the American Civil War. Article 57 of the Lieber Code proclaims, "So soon as a man is armed by a sovereign government and takes the soldier's oath of fidelity, he is a belligerent; his killing, wounding, or other warlike acts are not individual crimes or offenses." In other words, once the sovereign was exercising the responsibility to monopolize and control violence through its agents, those agents were granted authority to use force on behalf of the sovereign with immunity, even when fighting against other sovereigns.

This balance between responsibility and authority continues to underlie the modern law of armed conflict. The laws with respect to prisoners of war, the treatment of civilians during armed conflict, and targeting all reflect the balanced grant of authority and obligation. The balance also applies directly to the principle of sovereignty. As stated in the International Court of Justice's (ICJ) Corfu Channel case, "Sovereignty confers rights upon States and imposes obligations on them."

As a starting point, it is important to note that international law must also be considered to apply to cyberspace and cyber technologies. As stated in the United States' 2011 International Strategy for Cyberspace, "The development of norms for State conduct in cyberspace does not require a reinvention of customary international law, nor does it render existing international norms obsolete. Long-standing international norms guiding State behavior—in times of peace and conflict—also apply in cyberspace."

29. Id.; see also JOHN FABIAN WITT, LINCOLN'S CODE: THE LAWS OF WAR IN AMERICAN HISTORY 8 (2012) ("Historians and international lawyers who discuss [Instruction for the Government of Armies of the United States in the Field] usually call the order Lieber's code after its principal drafter.").

30. WITT, supra note 29, at 2 ("President Lincoln will issue Lieber's code as an order for the armies of the Union. He will deliver it to the armies of the Confederacy, too, and expect them to follow the rules he has set out. The code will be published in newspapers across the country and distributed to thousands of officers in the Union Army.").

31. Lieber Code, supra note 28, art. 57.


35. Additional Protocol I, supra note 33.


It follows, then, that the international law doctrines applying to sovereignty would apply to cyber technologies. Where international law grants authority for States with respect to cyberspace and the application of cyber technologies, it also imposes duties and obligations. As nations exercise sovereign power over aspects of cyberspace, or exert sovereign authority over cyber infrastructure, they must necessarily accept the corresponding obligations and duties that come with that assertion of authority.

The following Parts of this Article will review some of the cardinal principles of sovereignty and their application to cyberspace and then consider the corresponding duties and obligations. In each case, the principle of sovereignty will be stated and defined. Its application to cyberspace will then be discussed, including the corresponding duty or obligation that arises from that assertion of sovereignty. An example of the duty and obligation will be used to help clarify the analysis. Finally, issues that arise from the assertion of that authority and its corresponding duty or obligation will be highlighted.

I. STATES ARE SOVEREIGN AND EQUAL

When the nation-State emerged in seventeenth-century Europe, it brought with it the doctrine that the international community would consist of geographically organized and controlled entities that would have at least two characteristics. First, those entities would be sovereign, and second, they would be equal, regardless of size or composition.38 These two characteristics of States remain in force today and have significant impacts on cyberspace and cyber operations.

A. Sovereignty

Sovereignty is inherent to statehood and, in fact, is often termed the “basic constitutional doctrine of the law of nations.”39 The meaning of the term “sovereignty” has been a point of discussion for centuries40 and remains so today.41 However, it is manifested in certain rights and corresponding obligations. A basic review of those rights and obligations will assist in discerning the impact of sovereignty on cyber operations.

38. See BOBBITT, supra note 26, at 508 (noting that in the aftermath of the Thirty Years War, “[t]he extension of the maxim cuius regio eius religio imposed common restrictions on states, adumbrating the emergence of a new society of states characterized by their sovereign equality”).


1. Rights

Sovereignty confers rights on two distinct planes or spheres: the domestic sphere and the international sphere. In other words, sovereignty is understood to be "the collection of rights held by a State, first in its capacity as the entity entitled to exercise control over its territory and second in its capacity to act on the international plane, representing that territory and its people."

With respect to the domestic sphere, sovereignty provides exclusivity in power and authority. This was confirmed in the Island of Palmas Arbitral Award of 1928. The arbitral decision provides that "[s]overeignty in the relations between States signifies independence. Independence in regard to a portion of the globe is the right to exercise therein, to the exclusion of any other State, the functions of a State." One of the most fundamental rights of sovereignty, then, is exclusivity of power within the sovereign's own territory, particularly as opposed to the exercise of rights in that territory by some other sovereign.

The ICJ in its Corfu Channel decision confirmed this understanding of sovereignty. "By sovereignty [sic], we understand the whole body of rights and attributes which a State possesses in its territory, to the exclusion of all other States, and also in its relations with other States."

Though a State's sovereign power is nearly absolute, it is limited by certain international law principles, including actions of the U.N. Security Council, the law of armed conflict, and fundamental human rights. There are also areas where, based on consensual agreement and custom, no State can assert sovereignty, such as the high seas. This area has been treated as res communis, meaning that it

---

42. CRAWFORD, supra note 39, at 448.
44. Id.
45. Samantha Besson, Sovereignty, in MAX PLANCK ENCYCLOPEDIA OF PUBLIC INTERNATIONAL LAW para. 119 (2011). Sovereignty is generally characterized as the "powers and privileges resting on customary law which are independent of the particular consent of another state." CRAWFORD, supra note 39, at 448.
47. Besson, supra note 45, para. 75.
49. For example, during times of international armed conflicts, States have to treat prisoners of war in accordance with the Geneva Conventions, rather than any potentially applicable domestic law. See generally Geneva Convention on Prisoners of War, supra note 33.
belongs to all States and can be appropriated by no State. There are other areas where actors have agreed to non-exclusive sovereignty such as Antarctica, the seabed, and the moon. These are areas where no sovereign exercises power, but where all sovereigns share power, based on agreement.

2. Obligations

As discussed above, international law tries to keep in balance rights and obligations. This is reflected in the ICJ's statement, "Sovereignty confers rights upon States and imposes obligations on them." Therefore, in correspondence with the rights and authorities discussed above, the principle of sovereignty also imposes obligations which deserve discussion here.

Obligations tied to sovereignty include the obligation to recognize the sovereignty of other States, the obligation of non-intervention into the areas of exclusive jurisdiction of another State, and the obligation to control the actions that occur within the sovereign's geographic boundaries.

The obligation to recognize the sovereignty of other States is simply the obverse of the right of a State to exercise its own sovereignty. In claiming the rights that come with sovereignty, there is an implicit recognition of the right of others to make similar claims and exercise similar rights.

Once another State has made such claims, and those claims are recognized, other sovereigns have a legal obligation to not interfere with the sovereign rights of the other State. Though there are legitimate exceptions to this rule, the obligation of non-intervention is well recognized in international law.


57. IAN BROWNlie, PRINCIPLES OF PUBLIC INTERNATIONAL LAW 289 (7th ed. 2008) ("The sovereignty and equality of states represent the basic constitutional doctrine of the law of nations..."); Michael J. Kelly, *Pulling at the Threads of Westphalia: "Involuntary Sovereignty Waiver"—Revolutionary International Legal Theory or Return to Rule by the Great Powers?*, 10 UCLA J. INT’L L. & FOREIGN AFF. 361, 364 (2005) ("Under classic Westphalian theory, the base maxim upon which foreign relations are built is the proposition that all states are equal and must reciprocally respect each other’s sovereignty.").

58. CRAWFORD, supra note 39, at 447 ("The corollaries of the sovereignty and equality of states [include] . . . a duty of non-intervention in the area of exclusive jurisdiction of other states . . . ").

59. Iăsăcu v. Moldova, 2004-VII Eur. Ct. H.R. 1, para. 312 ("[J]urisdiction is presumed to be exercised normally throughout the State’s territory.").

60. For example, lawful countermeasures or actions taken in self-defense would allow a nation to interfere with another State’s sovereignty. See U.N. Charter art. 51 (allowing a right of individual or collective self-defense in the event of an armed attack against a Member State of the United Nations).

61. E.g., Corfu Channel, 1949 I.C.J. at 35 ("Between independent States, respect for territorial sovereignty is an essential foundation of international relations.").
Another obligation that grows out of sovereignty is the requirement to control actions from within a State’s sovereign control from having deleterious effects on others. This obligation is worth mentioning here but will be discussed further below.

B. Equality

The principle of the sovereign equality of States laid out in Article 2.1 of the U.N. Charter States: “The Organization is based on the principle of the sovereign equality of all its Members.” This principle of equality is based on the historical maxim “par in parem non habet imperium,” or “an equal has no power over an equal,” which is considered by some to be the first, and perhaps most fundamental, principle of sovereignty. As such, certain rights and obligations accrue from this accepted equality.

1. Rights

As equals under international law, States have the right to deal with each other on equal footing, with equal consideration under the law. “If states (and only states) are conceived of as sovereign, then in this respect at least they are equal, and their sovereignty is in a major aspect a relation to other states (and to organizations of states) defined by law.” While skeptics argue that the practical reality of this is far from being true, with large and powerful States clearly exerting unequal pressures on smaller and weaker States to bow to their desires, equality is still guaranteed under the law. Regardless of what some identify as the reality of international politics where “while all States are equal, some are more equal than others,” the legal regime is established with a clear preference to equality and maintenance of the status quo. “The United Nations are [sic] based on the principle of sovereign equality of all its members and preserving state sovereignty is a top priority for both international organizations and individual States.”

64. CRAWFORD, supra note 39, at 448 & n.9.
66. CRAWFORD, supra note 39, at 447.
67. See, e.g., Philippines Seeks Quick UN Ruling on South China Sea Dispute, S. CHINA MORNING POST, June 19, 2014, http://www.scmp.com/news/asia/article/1536058/philippines-seeks-quick-un-ruling-south-china-sea-dispute (“China claims most of the South China Sea, including waters near the shores of its neighbours, which has led to escalating territorial disputes.”); Russell Hotten & Alix Kroeger, Ukraine-Russia Gas Row: Red Bills and Red Rags, BBC (June 16, 2014), http://www.bbc.com/news/world-europe-26987082 (stating that the gas conflict is a “power struggle between the interim Ukrainian government, which leans towards the EU, and Russia, which wants to keep Ukraine firmly within its sphere of influence”).
68. CRAWFORD, supra note 39, at 449 (citing GEORGE ORWELL, ANIMAL FARM 90 (1945)).
69. Liaropoulos, supra note 9, at 137–38 (citation omitted).
Some of the obvious rights that accrue from international equality include an equal right to global commons, the right to develop and utilize domestic resources without non-consensual external constraints, and the right to discourse on the international scene as an equal. These rights are also tempered with corresponding obligations.

2. Obligations

Several obligations flow from the principle of sovereign equality. First, States must act with due regard for the rights of other sovereigns. There is some discussion as to how far-reaching this obligation of due regard is, but it is at least applicable by treaty to the global commons, natural resources, the environment, and during times of armed conflict.

The obligation of due regard, though not clearly defined in international law, is generally thought of as an obligation to ensure that the exercise of one State's rights does not cause undue harm to another State's exercise of its rights. It is

---

70. See Todd B. Adams, *Is There a Legal Future for Sustainable Development in Global Warming? Justice, Economics, and Protecting the Environment*, 16 Geo. Int'l Envtl. L. Rev. 77, 97 (2003) ("[The world] is to be shared by all generations in accordance with the limited rights and necessary obligations of a user of the natural resources or the trustee of the natural resources . . . . 'Planetary rights' are group rights to equal access to the commons." citing Edith Brown Weiss, *In Fairness to Future Generations: International Law, Common Patrimony, and Intergenerational Equity* 96 (1989)).

71. See Inaamul Haque & Ruxandra Burdescu, *Monterrey Consensus on Financing for Development: Response Sought from International Economic Law*, 27 B.C. Int'l & Comp. L. Rev. 219, 249–50 (2004) ("Under customary international law, principles of sovereignty support a state's clear right to regulate commercial activities within its borders. This power is extensive and encompasses such issues as capacity to engage in business, forms of business enterprises, conditions of continuance of a business, and regulations of capital markets as well as those of foreign capital inflows and outflows.


77. See Chinthaka Mendis, *Sovereignty vs. Trans-Boundary Environmental Harm: The Evolving
understood to have two components: 1) an “awareness and consideration of either State interest(s) or other factor(s),” and 2) a balancing of those interests and factors when making a decision. 78

Another obligation that has its foundation in sovereign equality is the obligation to solve disputes peacefully. This obligation is clearly stated in the U.N. Charter 79 and has been stated in General Assembly statements and resolutions, 80 applied in decisions of the ICJ, 81 and has been duplicated in bilateral and multilateral treaties. 82

While there is no obligation to solve all disputes, States are obligated to resolve disputes peacefully if they have the potential to endanger the maintenance of international peace or security. 83 Additionally, if States elect to resolve disputes that do not endanger international peace and security, they must also resolve these disputes peacefully, though there is no legal obligation to resolve these disputes at all. 84

C. Application to Cyberspace

As stated above, the doctrine of sovereignty and the principles it espouses have direct application to cyberspace. As States exercise their sovereign rights, they can do so in cyberspace but must also accept the corresponding obligations that apply. The next two Subparts will consider the principles of sovereignty and equality and apply the rights and obligations discussed above to cyberspace, as well as identify some lingering issues that will need further resolution.

1. Sovereignty

As a matter of sovereignty, States have the right to develop their cyber capabilities according to their own desires and resources. A State may choose to extensively develop its cyber capabilities and make them available broadly to its citizens as Estonia has done, 85 or it can choose to close its cyber borders to outside influences as North Korea has done. 86
In conjunction with this right, States are obligated to recognize this right and not interfere with the domestic cyber decisions of another State. For example, except as provided by international law, one State cannot place limits on the ability of another with respect to its cyber development and capabilities. States can, either bilaterally or multilaterally, agree to collaborate on cyber activities or place limits or constraints on such development between or among themselves.

Because of the place of a State on the international sphere, States may express their intent and work toward the development of State practice, either alone or in conjunction with others. In line with this, many States have actively participated in international fora, such as the U.N.-sponsored Group of Government Experts, and regional fora, such as the Shanghai Cooperation Organization or the Council of Europe. As with any international agreement, States have the obligation to negotiate in good faith and to comply with their international obligations, once undertaken.

One of the recently developing pressures on the idea of cyber sovereignty is the movement to recognize a human right to the Internet. If the time comes that incidents taking place in the .ee domain. The department helps in case Estonian websites or services should fall under cyber attack or if Estonian computers distribute malware. CERT-EE also has the possibility to reverse engineer the malware. The real key to Estonian cyber security lies in the inherent security and safety built-in to every single Estonian e-Government and IT infrastructure system. The secure 2048-bit encryption that powers Estonia's Electronic-ID, digital signatures and X-road-enabled systems means that personal identity and data in Estonia is airtight.


See TALLINN MANUAL r. 1 (observing that sovereignty gives States the exclusive right to control cyber infrastructure and cyber activities within their boundaries).

See id. (delineating exclusive rights associated with State sovereignty in cyberspace).

such a human right is recognized and accepted by States, that right will, of course, impose obligations on the sovereign decisions of each State, constraining State action that might affect the enjoyment of that human right by its population.

Additionally, a State's exercise of sovereignty over cyber resources can be directed or limited by the U.N. Security Council through the power granted to it in the U.N. Charter. States have a duty to comply with Security Council resolutions, even if they limit the exercise of sovereignty over cyber issues. Additionally, States must comply with human rights obligations, even if it limits their exercise of sovereignty.

For example, assume State A contracts for the use of cyber capabilities from State C. Assume further that State A is using cyber means to incite human rights abuses in State B through the cyber infrastructure provided by State C. If the Security Council orders State C to stop allowing State A to use its cyber infrastructure, State C must comply.

2. Equality

Just as States are equals under the doctrine of sovereignty, each State exercises its sovereign cyber prerogatives on an equal plane with all others. Each State, regardless of its cyber capabilities, has the same right to exercise sovereignty over its territory as any other State. However, in doing so, conflicts often arise between States. Certain obligations attach to States in these disputes.

First, States have an obligation to resolve peacefully cyber disputes that may endanger international peace and security. If States attempt to resolve cyber disputes that don't endanger international peace and security, they must do so peacefully.

For example, if State A is using cyber means to harm State B, and that action is endangering international peace and security, both States have an obligation to resolve the dispute peacefully. Alternatively, if State A is using cyber means to steal information from State B, but that theft of information does not endanger
international peace and security, a dispute may arise, but there is no obligation to try to settle that dispute. However, if attempts to settle that dispute are made, those methods must be peaceful.

Second, in its cyber activities, a State must exercise due regard for the rights of other States. For example, assume a State wants to increase its cyber security. In an effort to do so, it decides to aggressively monitor cyber threats across the World Wide Web. That State has the right to do so, so long as its activities do not violate the rights of other sovereign States.

D. The Way Ahead

This principle of sovereign equality raises some lingering issues that continue to be the focus of the international community. Because States are sovereign and equal, each State is able to develop its cyber capabilities based on its own best interest. Further, each State has no obligation to get involved in other States' domestic cyber issues unless it chooses to do so. However, there is a great deal of discussion about cyber collaboration, particularly as it relates to less developed countries.

The U.N. Group of Governmental Experts on Developments in the Field of Information and Telecommunications in the Context of International Security recently stated in its report that "[c]onfronting the challenges of the twenty-first century depends on successful cooperation among like-minded partners. Collaboration among States, and between States, the private sector and civil society, is important and measures to improve information security require broad international cooperation to be effective." This collaboration would "be designed to share best practices, manage incidents, build confidence, reduce risk and enhance transparency and stability."

Information sharing and capacity building claims revolve mostly around calls for "ensuring global [information and communications technology] security," and many States have responded favorably to some of these ideas. In the Department of Defense's Cyberspace Policy Report, the Department of Defense stated,

In collaboration with other U.S. Government agencies, Allies and partners, [the Department of Defense] pursues bilateral and

100. See supra notes 72–78 and accompanying text (discussing the duty of due regard and its broad applicability under international law).
101. Id’t Sec. Grp., supra note 8, para. 15.
102. Id. para. 14.
103. E.g., id. para. 17.
multilateral engagements to develop further norms that increase openness, interoperability, security, and reliability. International cyberspace norms will increase stability and predictability of state conduct in cyberspace, and these norms will enable international action to take any required corrective measures.105

The balance that will have to be struck between the exercise of sovereign prerogative with respect to cyber activities and the benefits of information and security sharing for the health of the Internet will continue to be a vexing issue for the foreseeable future. For now, there is no obligation to engage in information and security sharing, but much pressure to do so.

Finally, the equality of States means that each State has an equal vote in the discussion of how to resolve lingering cyber issues. For example, a group of States headed by Russia recently proposed a "code of conduct" for cyber activities.106 Other nations, such as the United States, did not support such an initiative.107 States may choose to band together in regional alliances with respect to cyber activities108 or may take unilateral action.109 No consensus is required in a system of sovereign equality.

II. STATES EXERCISE SOVEREIGNTY OVER TERRITORY, PERSONS, AND ACTIVITIES

Though sovereignty manifests itself in many different ways, it almost always means that a sovereign has some kind of territory over which it exercises ultimate control.110 This territorial authority extends to the population and activities within the territory.111 As clearly stated in one of the seminal treatises on international law, "The corollaries of the sovereignty and equality of states [include] a jurisdiction, prima facie exclusive, over a territory and the permanent population living there..."112

---

106. Wu & Zhao, supra note 7.
107. Healey, Breakthrough or Just Broken?, supra note 7.
108. See JOHN LYONS, ESTABLISHING THE INTERNATIONAL CYBER SECURITY PROTECTION ALLIANCE IN ASIA PACIFIC (ICSPA APAC) 1 (2014) (announcing the establishment of an alliance in the Asia Pacific to enhance online safety and security and provide governments and law enforcement agencies with resources and expertise to help them reduce harm from cyber crime).
110. See Besson, supra note 45, para. 1 (defining sovereignty as “supreme authority within a territory).
111. Id. para. 70 (referring to sovereignty as encompassing “ultimate authority and competence over all people and all things within [the sovereign’s] territory”).
112. CRAWFORD, supra note 39, at 447.
The rest of Part II will discuss the sovereign rights and obligations with respect to territory and persons, and then apply these rights and obligations to cyberspace, including identifying particular issues that remain unsettled.

A. Territory

Sovereignty over a territory denotes certain rights and corresponding obligations associated with that specific territory.

1. Rights

Perhaps the most important sovereign right over territory is the exclusivity of authority. As von Heinegg has stated, "territorial sovereignty protects a State against any form of interference by other States." Sovereigns alone exercise this right and are only encroached upon through consensual divestiture of authority. Even the UN Charter grants States protection under Article 2(7) against intervention from the United Nations, and other States in certain matters, concerning issues that fall within a State's domestic jurisdiction.

Sovereignty over territory necessarily implies sovereignty over things found on or within territory. For example, "[O]bjects owned by a State or used by that State for exclusively non-commercial government purposes are an integral part of the State's sovereignty and are subject to the exclusive jurisdiction of that State if located outside the territory of another State." This exclusivity of jurisdiction would also apply to objects that have sovereign immunity, wherever located. Additionally, objects not owned by the State but located within the State's territory are subject to the State's regulation. This would include both real and personal property.

States also exercise authority to control their geographic borders. This implies that "the State is entitled to control access to and egress from its territory," which "seems to also apply to all forms of communication."

113. von Heinegg, supra note 7, at 124.
114. See Cohan, supra note 41, at 935 (explaining how States can willingly enter into agreements that undermine their domestic sovereignty by recognizing external authority structures).
115. U.N. Charter art. 2, para. 7; Besson, supra note 45, para. 88 ("The UN Charter also protects sovereign States' domaine réservé and prohibits other States' intervention on sovereign States' territory." (citations omitted)).
116. von Heinegg, supra note 7, at 130.
117. TALLINN MANUAL r. 4.
118. von Heinegg, supra note 7, at 124.
120. Hare, supra note 9, at 92.
121. von Heinegg, supra note 7, at 124.
2. Obligations

The principle of sovereign equality entails an obligation of all States to respect the territorial sovereignty of other States. As the ICJ noted in the Nicaragua judgment, "[b]etween independent States, respect for territorial sovereignty is an essential foundation of international relations." 122

Another extremely important obligation that each sovereign State has is to not knowingly allow its territory to be used to harm another State. 123 This obligation is well founded in international law and stated clearly in the ICJ's Corfu Channel case where the court says a State may not "allow knowingly its territory to be used for acts contrary to the rights of other States." 124

Accordingly, States are required under international law to take appropriate steps to protect the rights of other States. 125 This obligation applies not only to criminal acts harmful to other States, but also, for example, to activities that inflict serious damage or have the potential to inflict such damage on persons and objects protected by the territorial sovereignty of the target State. 126

These obligations, as applied to cyber operations, generate interesting discussion, as will be covered in further detail below. While it is mostly clear how they apply in the non-cyber world, cyber operations have caused many to rethink the practical application of these foundational sovereign obligations. 127

B. Persons

The ability of a sovereign State to assert power over persons has been uncontroversial since the genesis of statehood. 128 However, the bounds of that...

---

124. Id.
125. See, e.g., United States Diplomatic and Consular Staff in Tehran (U.S. v. Iran), Judgment, 1980 I.C.J. 3, paras. 67–68 (May 24) (describing the general obligation under international law for States to "ensure the most constant protection and security to each other's nationals in their respective territories." (internal quotation marks omitted)).
126. In the Trail Smelter case, the arbitral tribunal, citing the Federal Court of Switzerland, noted: "This right (sovereignty) excludes . . . not only the usurpation and exercise of sovereign rights . . . but also an actual encroachment which might prejudice the natural use of the territory and the free movement of its inhabitants." Trail Smelter (U.S. v. Can.), 3 R.I.A.A. 1905, 1963 (1941) (first omission and part of second omission in original). According to the tribunal, "under the principles of international law . . . no State has the right to use or permit the use of its territory in such a manner as to cause injury by fumes . . . in or to the territory of another or the properties or persons therein, when the case is of serious consequence . . . ." Id. at 1965.
128. See, e.g., Cohan, supra note 41, at 944 ("[T]he concept of sovereignty . . . has previously been characterized as the right of a State to exercise supreme power over its territory and citizens, free from outside interference."); von Heinegg, supra note 7, at 132 ("Moreover, according to the principles of
assertion have often been contested, including in a seminal case decided by the Permanent Court of International Justice (PCIJ), the precursor to the ICJ. In S.S. "Lotus", a dispute arose between France and Turkey over Turkey's assertion of authority in the case of an accidental collision at sea. The Court in that case determined that the public international law regime was fundamentally permissive and that where there was no positive restriction, sovereigns were generally free to assert their authority over individuals in the absence of a specific proscription from doing so.

While that specific decision of the PCIJ has been limited under modern international law, a State's current ability to exercise sovereignty applies to all legal persons within its territory and some outside its territory, such as its citizens who are abroad. This means that a State's sovereign rights and obligations extend to both State and non-State actors who meet those qualifications.

1. Rights

Sovereign States' ability to exercise prescriptive jurisdiction (territorial, nationality, protective, passive personality, and universal) over both State and non-State actors is guided by international law. These accepted limitations represent the modern constraints on the assertion of such jurisdiction. Conflicting active and passive nationality, a State is entitled to exercise its jurisdiction over the conduct of individuals that occurred outside its territory."

130. Id. at 18 ("International law governs relations between independent States. The rules of law binding upon States therefore emanate from their own free will as expressed in conventions or by usages generally accepted as expressing principles of law and established in order to regulate the relations between these co-existing independent communities or with a view to the achievement of common aims. Restrictions upon the independence of States cannot therefore be presumed.").
131. See U.N. Convention on the Law of the Sea, supra note 54, art. 97 ("In the event of a collision or any other incident of navigation concerning a ship on the high seas, involving the penal or disciplinary responsibility of the master or of any other person in the service of the ship, no penal or disciplinary proceedings may be instituted against such person except before the judicial or administrative authorities either of the flag State or of the State of which such person is a national.").
132. See Helen Stacy, Relational Sovereignty, 55 STAN. L. REV. 2029, 2050-51 (2003) ("Sovereignty attaches itself to the people of the state, not merely the state itself . . . . Relational sovereignty places a higher obligation on the sovereign state to care for and regulate the behavior of its citizens both inside and outside state borders.").
133. RESTATEMENT (THIRD) OF FOREIGN RELATIONS LAW § 402(1) (1986).
134. Id. § 402(2).
135. Id. § 402(3) & cmt. f.
136. Id. § 402 & cmt. g.
137. Id. § 404.
138. See INT'L BAR ASS'N, REPORT OF THE TASK FORCE ON EXTRATERRITORIAL JURISDICTION 11 (2009) ("The starting point for jurisdiction is that all states have competence over events occurring and persons (whether nationals, residents or otherwise) present in their territory . . . . In addition, states have long recognised the right of a state to exercise jurisdiction over persons or events located outside its territory in certain circumstances, based on the effects doctrine, the nationality or personality principle, the protective principle or the universality principle.").
139. See id. at 11-16 (discussing the different bases for a State's exercise of extraterritorial jurisdiction).
assertions are normally resolved through the principles of comity. As the U.S. Supreme Court recently described it, "[American] courts have long held that application of [American] antitrust laws to foreign anticompetitive conduct is nonetheless reasonable, and hence consistent with principles of prescriptive comity, insofar as they reflect a legislative effort to redress domestic antitrust injury that foreign anticompetitive conduct has caused."

States have also established international agreements that have created methodologies for the exercise of jurisdiction over persons. These agreements include both multilateral agreements such as the European Cybercrime Convention and bilateral agreements such as extradition treaties. They provide a mechanism for sovereign States to assert rights over individuals in situations of conflicting claims.

2. Obligations

The ability to exercise rights of legal persons also brings obligations to do so. Recall the maxim that States must prevent their territory from knowingly being used to harm the territory of another. That harm is almost always generated by some actor, taking some action. If States have the obligation to prevent known trans-boundary harm, they have to accept the corresponding obligation to exercise control and authority over those within their power who are causing that trans-boundary harm. This obligation applies to both State and non-State actors.

The ICJ provided insight into the application of this obligation to non-State actors in Armed Activities on the Territory of the Congo. The Court was unwilling to assign responsibility to Zaire for not preventing the activities of certain armed groups because the government was not capable of doing so. However, the clear implication of the Court's decision is that if the government had been capable, it would have had the obligation to do so.

140. Robert C. Reuland, Hartford Fire Insurance Co., Comity and the Extraterritorial Reach of United States Antitrust Laws, 29 TEX. INT'L L.J. 159, 161 (1994) ("In adopting a position that comity considerations may be relevant only in the case of a 'true conflict,' the Supreme Court effectively closes the door to the consideration of comity issues under any circumstances short of an actual conflict between U.S. and foreign law.").


142. Convention on Cybercrime, supra note 92.


144. See, e.g., Cohan, supra note 41, at 939-40 ("Membership in the United Nations and in other international organizations means that the participating state accepts the right of its fellow members to intervene in its domestic affairs if it has failed in its most fundamental obligations to protect its own citizens..." (internal quotation marks omitted)); Worth, supra note 48, at 256 ("Article 12(2)(b) [of the Rome Statute] states that the Court will have personal (ratione personae) jurisdiction over the citizens of states that have become party to the [International Criminal Court].").


146. Id.
C. Application to Cyberspace

One of the potential difficulties with applying sovereignty to cyberspace is the claim that cyberspace is a virtual world and does not lie within any national sovereignty.\textsuperscript{147} In other words, skeptics claim that the activities that take place in cyberspace do not always fall under a State’s jurisdiction.\textsuperscript{148} The next two Subparts will analyze these arguments with respect to territory and persons.

1. Territory

Some have likened cyberspace to the commons, such as the high seas, and proposed that a similar legal regime should apply.\textsuperscript{149} The argument is that because cyberspace does not fall within any State’s territory, it is not subject to any State’s sovereignty.\textsuperscript{150} The authors of the \textit{Tallinn Manual} responded to this issue by arguing that “although no State may claim sovereignty over cyberspace \textit{per se}, States may exercise sovereign prerogatives over any cyber infrastructure located on their territory, as well as activities associated with that cyber infrastructure.”\textsuperscript{151}

Cyber infrastructure is composed of servers, computers, cable, and other physical components.\textsuperscript{152} These components are not located in cyberspace, but on some State’s territory. It seems clear that a State has jurisdiction and exercises sovereign authority over these components that are located within its territorial boundaries. A State also exercises jurisdiction over cyber infrastructure outside its geographic boundaries if it exercises exclusive control over that cyber infrastructure, such as with cyber infrastructure on a State warship on the high seas.\textsuperscript{153} The scope of territorial sovereignty in cyberspace includes the cyber infrastructure “located on a State’s land area, in its internal waters, territorial sea and, where applicable, archipelagic waters, and in national airspace” but does not extend to its exclusive economic zone or on the continental shelf where States only exercise “sovereign rights.”\textsuperscript{154}

The law is at least settled enough with respect to cyber activities that the authors of the \textit{Tallinn Manual} listed as its first “black letter” rule, “A State may exercise control over cyber infrastructure and activities within its sovereign

\textsuperscript{147} See David R. Johnson & David Post, Law and Borders—The Rise of Law in Cyberspace, 48 STAN. L. REV. 1367, 1371 (1996) (“The power to control activity in Cyberspace has only the most tenuous connections to physical location.”).

\textsuperscript{148} See, e.g., \textit{Id.} at 1372 (arguing that “efforts to control the flow of electronic information across physical borders . . . are likely to prove futile”).

\textsuperscript{149} See, e.g., Dan Hunter, Cyberspace as Place and the Tragedy of the Digital Anticommons, 91 CALIF. L. REV. 439, 517 (2003) (“With the intangible property of cyberspace, we can throw out our normal assumptions about private ownership of the resources and recognize that a commons system might be the most efficient use of the resource.”).

\textsuperscript{150} See Johnson & Post, supra note 147, at 1370 (“The Net thus radically subverts the system of rule-making based on borders between physical spaces, at least with respect to the claim that Cyberspace should naturally be governed by territorially defined rules.”).

\textsuperscript{151} \textit{TALLINN MANUAL} r. 1 cmt. 1.

\textsuperscript{152} \textit{Id.} gloss.

\textsuperscript{153} \textit{Id.} r. 5.

\textsuperscript{154} von Heinegg, supra note 7, at 128 & n.17.
One of the Tallinn authors has also written that “State practice provides sufficient evidence that components of cyberspace are not immune from territorial sovereignty nor from the exercise of State jurisdiction.” Nor does connecting that infrastructure to the World Wide Web connote some kind of waiver of sovereignty. In fact, the practice of States is just the opposite—the practice of States has made it clear that they will continue to exercise territorial sovereignty over their cyber infrastructure.

This authority comes with corresponding duties and obligations. One of the primary obligations is that a State has an obligation not to knowingly allow its cyber infrastructure within its territory or under its exclusive control to cause transboundary harm. This obligation has been accepted to apply to radio telecommunications and was recently recognized as a rule by the authors of the Tallinn Manual.

This obligation has also been stated in multiple official State comments. For example, according to China, sovereign States “have the responsibilities and rights to take necessary management measures to keep their domestic cyberspace and related infrastructure free from threats, disturbance, attack and sabotage.” Similarly, India has stated,

By creating a networked society and being a part of [a] global networked economy, it is necessary for nation states to realise that they not only have a requirement to protect their own ICT infrastructure but at the same time have a responsibility to ensure that their ICT is not abused, either covertly or overtly, by others to target or attack the ICT infrastructure of another nation state.

Likewise, Russia has stated that “States and other subjects of international law should refrain of [sic] such actions against each other and should bear responsibility at international level for such actions in information space, carried out directly, under their jurisdiction or in the framework of international organizations of their membership.” Finally, the U.S. government’s 2011 International Strategy for Cyberspace calls on States to “recognize the international implications of their technical decisions, and act with respect for one another’s networks and the broader Internet.”

155. TALLINN MANUAL r. 1.
156. von Heinegg, supra note 7, at 126.
157. Id.
158. DEPARTMENT OF DEFENSE, STRATEGY FOR OPERATING IN CYBERSPACE, supra note 89, at 1.
160. Developments in the Field of Information and Telecommunications, supra note 8, at 3.
161. TALLINN MANUAL.
162. Kanuck, supra note 9, at 1591 (internal quotation marks omitted).
163. Id.
164. Id. at 1591 n.88.
165. OFFICE OF THE PRESIDENT, INTERNATIONAL STRATEGY FOR CYBERSPACE, supra note 37, at 10.
These and similar statements, combined with limited State practice, have led many commentators\textsuperscript{166} to argue,

States have an affirmative duty to prevent cyberattacks from their territory against other states. This duty actually encompasses several smaller duties, to include passing stringent criminal laws, conducting vigorous investigations, prosecuting attackers, and, during the investigation and prosecution, cooperating with the victim-states of cyberattacks that originated from within their borders.\textsuperscript{167}

The kinds of acts that equate to trans-boundary harm might include attacks on networks, exploitation of networks, and other hostile acts in cyberspace that threaten peace and stability, civil liberties and privacy.\textsuperscript{168} At this point, it is still unclear under the law as to whether the mere transit of data through a particular nation's infrastructure rises to the level of a prohibited activity, even if the data eventually results in harm to another State.\textsuperscript{169}

Note that the obligation only triggers if the State from whose territory the harm originates has knowledge of the harm.\textsuperscript{170} When States have knowledge of the harmful acts, they have a duty to stop them.\textsuperscript{171} Knowledge might be imputed to the State if State agents or organs, such as intelligence or law enforcement agencies, know of the harm emanating from the State's cyber infrastructure, even if those agents or organs choose to not inform other agencies in the government.\textsuperscript{172}

There may also be times when neither a State nor its organs or agents have actual knowledge but should have had knowledge, given the circumstances. In the ICJ's Corfu Channel case, the court held Albania liable for harm to England, even though there was no direct evidence that Albania knew of the harm. In that case, the court concluded that given the circumstances, Albania must have known about the emplacement of the mines that caused the harm.\textsuperscript{173} The "must have known" standard is higher than a "should have known" standard but demonstrates that proving actual knowledge is not required. As for States who "should have known," international law is still unclear as to the obligation of such a State.\textsuperscript{174} However, von Heinegg is willing to allow a rebuttable presumption of actual or constructive knowledge if "a cyber attack has been launched from cyber infrastructure that is

\textsuperscript{166} E.g., David E. Graham, Cyber Threats and the Law of War, 4 J. NAT'L SEC. L. & POL'Y 87, 93-94 (2010); Matthew J. Sklerov, Solving the Dilemma of State Responses to Cyberattacks: A Justification for the Use of Active Defenses against States Who Neglect Their Duty to Prevent, 201 MIL. L. REV. 1, 62-63 (2009).

\textsuperscript{167} Sklerov, supra note 166, at 62-63.

\textsuperscript{168} See OFFICE OF THE PRESIDENT, INTERNATIONAL STRATEGY FOR CYBERSPACE, supra note 37, at 12-14 (recognizing that cyberspace activities can have effects beyond borders and detailing initiatives that will be undertaken to protect the United States against threats posed by cyber criminals or States and their proxies).

\textsuperscript{169} von Heinegg, supra note 7, at 137.

\textsuperscript{170} Id. at 136.

\textsuperscript{171} Id. at 135-36.

\textsuperscript{172} Id. at 136.


\textsuperscript{174} See von Heinegg, supra note 7, at 151 (speculating hypothetically about whether constructive knowledge is sufficient to establish a violation).
under exclusive government control and that is used only for non-commercial government purposes."

There is currently an ongoing discussion as to whether a State’s responsibility to prevent knowing cyber harm creates a duty to monitor networks in order to “know” when cyber harms exist. In other words, if such a responsibility exists, if State A knows that its infrastructure is being used to cause trans-boundary harm to State B, State A has an obligation to stop the harm. In order to effectively comply with that obligation, there is an emerging norm that State A has an obligation to monitor its cyber infrastructure and take proactive measures to prevent harm from emanating from cyber infrastructure over which State A exercises sovereignty. However, this emerging norm is still quite controversial, particularly when considered in light of potential human rights obligations that might be compromised in the process of monitoring.

Until that norm becomes generally accepted, target States will have to find ways to determine the level of knowledge of States from whose territory harmful cyber effects originate before allocating responsibility. In the current view of the United States,

[Department of Defense (DoD)] adheres to well-established processes for determining whether a third country is aware of malicious cyber activity originating from within its borders. In doing so, DoD works closely with its interagency and international partners to determine: [(1)] The nature of the malicious cyber activity; [(2)] The role, if any, of the third country; [(3)] The ability and willingness of the third country to respond effectively to the malicious cyber activity; and [(4)] The appropriate course of action for the U.S. Government to address potential issues of third-party sovereignty depending upon the particular circumstances.

In addition to the obligation to prevent trans-boundary harm, a State has an obligation to cooperate with the victim State in the event of adverse or unlawful cyber effects from cyber infrastructure located in its territory or under its exclusive governmental control when it may affect international peace and security.

175. Id. at 137. Note that von Heinegg clearly states that the presumption does not allow for attribution. Id.

176. See generally Jensen, State Obligations, supra note 127.

177. See id. at 13 (stating that in order to comply with the duty to control their cyber infrastructures, States have an emerging duty to monitor cyber activities within their territories in order to prevent or stop activities that are adversely or unlawfully affecting other States).

178. Id.

179. Cf. Ekaterina A. Drozdova, Civil Liberties and Security in Cyberspace 13 (2000), available at http://fsi.stanford.edu/sites/default/files/drozdova.pdf ("While a system for advanced monitoring, searching, tracking, and analyzing of communications may be very helpful against cyber crime and terrorism, it would also provide participating governments, especially authoritarian governments or agencies with little accountability, tools to violate civil liberties domestically and abroad.").


181. In addition to those circumstances mentioned above where the maintenance of international
State may also have a treaty obligation to establish criminal information sharing and criminal processing arrangements as a matter of domestic law.182

This obligation to cooperate is based on the U.N. Charter183 and ICJ opinions,184 and is also confirmed in the U.N. General Assembly's Declaration on Principles of International Law concerning Friendly Relations and Co-operation among States in Accordance with the Charter of the United Nations.185 The obligation to cooperate with respect to cyber incidents is also enshrined in the European Convention on Cybercrime, which has forty-two States parties and an additional eleven signatory States.186

This norm of cooperation only requires States to cooperate when the adverse or unlawful cyber incident originates from infrastructure within the territory or under its exclusive governmental control or when the unlawful cyber incident transits the cyber infrastructure in the State's territory or under its exclusive government control. Both conditions must be met for the duty to be applicable. No specific standard for the level of cooperation is clearly agreed upon, but the general consensus is that States must exercise good faith when fulfilling this duty.187

As an example, if a cyber incident originates in State A and threatens State B's critical infrastructure such that there is a threat to international peace and security, both State A and State B have a legal duty to cooperate to peacefully resolve that incident.

As with the obligation concerning trans-boundary harm, the obligation to cooperate also has a number of unresolved issues. Most relevant to this Article is the fact that historical State practice does not demonstrate that States accept the obligation to cooperate in any meaningful way.188 Again, the 2007 situation between

---

182. See, e.g., Convention on Cybercrime, supra note 92, art. 26, para. 1 (“A Party may, within the limits of its domestic law and without prior request, forward to another Party information obtained within the framework of its own investigations when it considers that the disclosure of such information might assist the receiving Party in initiating or carrying out investigations or proceedings concerning criminal offences established in accordance with this Convention or might lead to a request for cooperation by that Party under this chapter.”).

183. U.N. Charter art. 1, paras. 1, 3; Id. art. 33, para. 1.

184. See, e.g., Pulp Mills on the River Uruguay (Arg. v. Uru.), Judgment, 2010 I.C.J. 14, para. 102 (Apr. 20) (finding it vital for parties to comply with their procedural obligations under the 1975 Statute of the River Uruguay because cooperation is essential to the protection of the river).

185. G.A. Res. 2625 (XXV), supra note 80, at 123.

186. Article 23 requires that “[t]he Parties shall co-operate with each other” and provide mutual assistance, particularly with respect to investigations of cyber incidents. Convention on Cybercrime, supra note 92, art. 23.

187. See Kotzur, supra note 93, para. 16 (“One of the most basic principles governing the creation and performance of legal obligations, whatever their source, is the principle of good faith.”).

188. See Schmitt, The Law of Cyber Warfare, supra note 12, at 273 (“A state's national interests undergird its consent or conduct . . . . States might seek, for example, to maximize power and influence at the expense of other states . . . .”).
Estonia and Russia is instructive. Estonia found Russia’s response to its queries and requests for assistance unhelpful and protective of Russian interests.189

2. Persons

The U.S. Department of Justice’s recent indictment of five members of the Chinese Army for cyber hacking190 represents a significant shift from the methodology States have traditionally used in dealing with State-sponsored cyber activities.191 For the United States to move away from its normal diplomatic approach192 and invoke domestic criminal law as a means of deterring State-sponsored cyber activities is a definite policy shift.193 Certainly, it is improbable that the indictment will result in any convictions as China and the United States do not have an extradition treaty194 and China has signaled no intention to honor such a request anyway. However, the idea that States will use domestic criminal law as a tool to deter other States who are engaged in harmful cyber activities is a potentially interesting development. The use of criminal law for non-State actors, on the other hand, is the norm, however ineffective.

It seems clear that in addition to State actors, “terrorist groups and even individuals, [sic] now have the capability to launch cyber-attacks, not only against military networks, but also against critical infrastructures that depend on computer

189. See Ruus, supra note 2 (“[T]he Estonian State Prosecutor made a formal investigative assistance request, which Moscow rejected, alleging that procedural problems prevented cooperation.”).


191. See Schmidt & Sanger, supra note 190 (“[President Obama and Defense Secretary Chuck Hagel] have attempted to engage the Chinese in a dialogue over norms for operating in cyberspace, a careful diplomatic dance that has gone on for several years. But Monday’s action by the Justice Department marked an attempt to publically shame the Liberation Army . . . .”).


193. See Schmidt & Sanger, supra note 190 (describing how the Justice Department indicted five members of the Chinese People’s Liberation Army and illustrating how this represents a U.S. policy shift on dealing with Chinese cyber activities).

networks." And the results of such actions can be catastrophic. "[M]alicious actors, state and non-state, have the ability to compromise and control millions of computers that belong to governments, private enterprises and ordinary citizens." The threat is such that

> [t]he President’s May 2011 International Strategy for Cyberspace states that the United States will, along with other nations, encourage responsible behavior and oppose those who would seek to disrupt networks and systems, dissuading and deterring malicious actors, and reserving the right to defend these national security and vital national assets as necessary and appropriate.

The fact that cyber operations may be initiated by a vast array of persons implicates the States from which those persons take those actions. Every time there is a victim-State, there is a State from which the action was initiated and often a State or States through which the activity passed. In each case, those States have not only the right to control their citizens and others who might be involved, but also the obligation to do so. When persons take actions from within a State that harm another State, the State from which the harm originated has an obligation to try to stop those actions, once the State has knowledge. If a State is monitoring its networks and knows in advance, it can act preemptively to stop that activity before it emanates from within its sovereign territory. Additionally, as stated above with respect to controlling actions, a State can take proactive measures to discourage non-State actors by “passing stringent criminal laws, conducting vigorous investigations, prosecuting attackers, and, during the investigation and prosecution, cooperating with the victim-States of cyberattacks that originated from within their borders.”

**D. The Way Ahead**

Applying a State’s sovereign rights and obligations to persons with respect to cyber activities emphasizes the key role States must play in the way ahead for cyberspace. As the community of States moves forward, States will have to determine how the exercise of those sovereign rights and obligations can best be managed to accomplish each State’s purposes.

For example, there are a number of issues revolving around the obligation to prevent trans-boundary harm. One of these issues stems from the fact that international law allows for some *de minimis* imposition on the rights of other States. It is unclear generally what the limit of acceptable *de minimis* harm is, but
this is particularly unclear in cyberspace, where it is accepted that most cyber activities will not rise to the level of a use of force.\textsuperscript{202} As time progresses, State practice will indicate what the acceptable amount of \textit{de minimis} harm is and where that line is generally crossed. Currently, that line is quite high because States are unwilling to respond in forceful ways to cyber activities.\textsuperscript{203} The shift in U.S. policy to apply domestic criminal remedies reflects that at least some States are not comfortable with the current paradigm. States’ willingness to accept State-sponsored cyber activities, even those that are far below the use of force, seems to be waning. The future will undoubtedly bring more proactive measures to deter States from conducting cyber activities and reduce the acceptable level of \textit{de minimis} cyber harm.

Another current issue that will likely come to the fore in the near future concerns the knowledge requirement for the trans-boundary harm obligation. While the law is clear that some form of knowledge, whether actual or constructive, is required for responsibility, the law is unclear as to the responsibility of a State that chooses not to invest in cyber capabilities on purpose, in an effort to remain blind to its obligations.\textsuperscript{204} This issue of the level of knowledge, and responsibility to seek knowledge, will need to be resolved by State practice over time. As the duty to monitor and prevent continues to emerge, States will have to accept greater responsibility under a constructive knowledge standard and a State’s ability to practice willful blindness will disappear. The pressures of the increasing availability of technology and the rising awareness of cyber activities will aid in this movement.

Finally, though there is a clearly recognized rule of international law on the acceptance of responsibility for trans-boundary harm, State practice in the cyber area has been inconsistent at best, and directly non-compliant in many cases.\textsuperscript{205} Particularly in the area of cyber operations that are generated from within a State’s borders, there is a mixed history on responsible States’ willingness to accept responsibility.\textsuperscript{206} Though this trend could actually go either way, it seems likely that the harms that are possible through cyber activities will eventually outweigh the benefits that States accrue by having freedom of action. Thus, particularly in light of the fact that non-State actors and even lone individuals can harness State-level violence through the use of cyber tools, States will soon find it in their best interest

---

\textsuperscript{202} See TALLINN MANUAL r. 11 (defining the term “use of force” in the cyber context as an operation the scale and effects of which are comparable to non-cyber operations that would qualify as a use of force).

\textsuperscript{203} But see DEPARTMENT OF DEFENSE, CYBERSPACE POLICY REPORT, supra note 105, at 4 (“Finally, the President reserves the right to respond using all necessary means to defend our Nation, our Allies, our partners, and our interests from hostile acts in cyberspace. Hostile acts may include significant cyber attacks directed against the U.S. economy, government or military. As directed by the President, response options may include using cyber and/or kinetic capabilities provided by [the Department of Defense].”).

\textsuperscript{204} TALLINN MANUAL r. 93.

\textsuperscript{205} See, e.g., discussion supra Part II.C.1 on Russia’s unwillingness to assist Estonia after the 2007 cyber attacks.

\textsuperscript{206} See, e.g., Sklerov, supra note 166, at 10 (“As may be expected, China and Russia reject these accusations.”).
to regulate themselves in order to protect themselves not only from other States, but from non-State actors as well.

CONCLUSION

An analysis of the international doctrine of State sovereignty demonstrates that many of those norms are directly applicable to cyber operations and can easily be applied with respect to States. In fact, the recently published *Tallinn Manual* concludes that principles of sovereignty can be applied and does so apply them.\(^{207}\)

However, there are still areas where State practice has presented difficulties, such as the area of accepting responsibility for trans-boundary harm, the emerging principles of a duty to monitor and prevent, and the duty to apply due regard to a State's cyber activities.

It seems clear, though, that the future will provide greater clarity as incidents of state cyber activities become more widespread and the information more available to the public. At that point, the way ahead is likely to demonstrate that the doctrine of sovereignty continues to apply to cyber operations.

---

\(^{207}\) *Tallinn Manual* R. 1.